
PWC External User – Multi-Factor Authentication (MFA)  

This document is intended to provide an over-view of the process to enroll and use MFA to access PWC 
resources. The following captures provide an over-view of a new Guest users invitation, acceptance, and 
enforcement of MFA to access PWC Cloud resources. 

The following capture is the Guest User Invitation for a Gmail user. The invitation is received at the users 
Gmail account after the Guest account is created in PWC Azure AD and the invite was sent.  

NOTE: If you do not see the invitation in your inbox, please check your SPAM folder. 

 

 

The following prompts when Accepting the Invitation. In this example the user may have used their 
GMAIL account for other M365 access so in this case select the link ‘Create the account anyway’ if you 
have not used your External account for M365 access then you should not expect to see this prompt and 
should be prompted to create your account as shown in the following captures. 

 



 

 

 



 

 

 

 

 

 



After creating the account and accepting the terms the Microsoft My Apps panel open. This page should 
be bookmarked for future use to access the PWC resource shared with the user. If the icon link does not 
appear on this page you may need to sign out and sign back in. 

 

When signing in the user will be prompted to enroll and use Azure Multi-Factor authentication to access 
PWC resources. The following captures provide an example of registering and leveraging Azure MFA to 
secure the sign-in. 

 

 

 



 

 



 

 

 


